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Outline 

• Current trends in voter surveillance in Canada  
– “Voter management” databases to integrated voter management 

platforms 
– Integration of data from commercial data brokerage firms and user-

generated data 
– Integrated campaign toolkits 
– Decentralization of voter intelligence to local campaigns 
– Micro-targeting and micro-listening 

• Mobile apps in contemporary campaigning 
– Apps for political messaging 
– Apps for canvassers 
– Apps for ‘targeted sharing’  
– Apps for campaign donation 
– Apps for civic engagement 

• Canadian Privacy Law and Political Parties 



Voter management databases 

• US 
– GOP Data Center 
– Voter Activation Network 

• Canada 
– Conservative Constituency Information Management System 

(CIMS) 
– Liberalist 
– NDP Vote 

• UK 
– Conservatives:  Managing Elector Relations through Local 

Information Networks (MERLIN) 
– Labour:  Contact Creator 

• Australia 
– Labour:  Electrac 
– Liberal:  Feedback 



Case Study: The Conservative Information 
Management System (Canada) 

• Identify supporters of the Party 

• Manage memberships 

• Track issues, lawn signs, 
volunteers, events and more 

• Get Out The Vote (GOTV) 

• A permanent and national 
database 



Calculating levels of support 

Tracks Supporters, Non-Supporters and Undecided 
on scale from -15 to +15 



Walk and Phone Lists 

• CIMS has tools to print off lists for canvassers 

• Each sheet contains the name, address and 
support level of each constituent 

• Sheet has a location for entering information 
gained from the house 

• Information is then scanned back into CIMS 



Walk and Phone Lists 



Walk and Phone Lists 



Mail and E-Mail 

• Householding 
– e-mail when sharing e-mail addresses 

– mail when people with the same last name are at 
the same mailing address 

• CIMS is connected to an e-mail server that 
allows it to instantly send messages 

• Preformatted mailing labels 

• Mail merge with Word for personalised 
correspondence 



Mail and E-Mail 



Mail and E-Mail 



 Maintain Volunteer Lists 
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 Maintain Volunteer Lists 



Get Out The Vote - GOTV 

• Find supporters and make sure they get out 
and vote 



Get Out The Vote - GOTV 



Get Out The Vote - GOTV 





Times have changed!  

















MICRO-LISTENING 



Integration of mobile apps…. 

• For political messaging 

• For “canvassing” 

• For “targeted sharing” 

• For donating 

• For civic engagement 

 











   Social Media and “Targeted 
Sharing” 



Harvesting of voter intelligence data dependent on privacy 
choices within social media platforms 









Trends? 

Mass Messaging to Micro-Targeting 

Voter Management Databases to Integrated 
Voter Management Platforms (the “Campaign in 
a Box”) 

Traditional data collection and aggregation 
supplemented by: user-generated data, and 
unstructured data capture 

Recruitment through volunteers to recruitment 
through peers (“Targeted Sharing”) 



Political Parties and Canadian Privacy Law 
 

• Political parties covered by neither PIPEDA nor the Privacy Act  
• Not covered by provincial privacy laws, with the exception of BC Personal 

Information Protection Act which applies to “a person, an unincorporated 
association, a trade union, a trust or a not for profit organization” 
– Case involving NDP (access to Facebook passwords for candidates) 
– Case involving BC Liberals on sharing of personal information on 

Multicultural strategic outreach plan 
• FOIPPA or equivalents do not cover parties or legislative assemblies 
• Parties not covered by “Do-Not-Call” rules:  supposed to administer 

internal DNC lists 
• Parties not covered by recent Canada Anti-Spam legislation 
• But data received from Elections Canada is regulated under Canada 

Elections Act  
 



Parties, candidates and elections: privacy-
related issues  

 Intrusiveness from political marketing:  the same rules as for 
commercial marketing?  

 Non-consensual capture, use and disclosure of personal 
information: 
 Data sharing over party/elected official divide 
 Data captured by canvassers 
 Data captured through cookies 
 Data captured via social media 
 Data sharing with “like-minded” organizations 

 
 Information accuracy (false identification of supporters) 
 Data breaches 



Current Proposals from Elections Canada 
 (March 2013) 

 

– Privacy Code of Practice for Parties(based on CSA 
standard) 

– Certification a condition for receiving Voters Lists 

 



A Regulatory Dilemma 

Public Interest in voter participation and  
mobilization 

But, data on political affiliation can be sensitive  

Development of Canadian privacy law has left 
parties unregulated 

 Inter-party competitiveness and secrecy 

Difficult to get politicians to regulate themselves 

A real “can of worms” for Privacy Commissioners 

 


